### **Politika informacijske varnosti**

Namen politike informacijske varnosti je udejanjanje poslanstva in strateških usmeritev podjetja in Krovni informacijski varnostni politiki v vsakdanji praksi, da bi ohranili celovitost in zaupnost informacij ter zagotovili njihovo razpoložljivost.

Temelji politike informacijske varnosti so:

* delujemo preventivno, kar pomeni, da načrtujemo in izvedemo ukrepe za zaščito informacij in informacijskih sredstev še preden je bila narejena nesprejemljiva škoda ali izguba priložnosti oz. vedno, kadar to zahteva zakonodaja, ali smo na to pristali s pogodbo ali dogovorom,
* prednostno obravnavamo tista tveganja in priložnosti, ki so bila pri ocenjevanju razvrščena v prvi prioritetni razred,
* zavestno sprejemamo tveganje in priložnosti brez ukrepov, kadar kriteriji za ukrepanje niso izpolnjeni,
* pri zavarovalnici zavarujemo tista tveganja in priložnosti, ki imajo za posledico nesprejemljivo materialno škodo v primeru udejanjene grožnje,
* s podjetjem Informatika d.o.o. sodelujemo pri načrtovanju in izvajanju ukrepov (kontrol) za obvladovanje tveganj za varovanje informacij in podatkov ter sredstev, ki so vključeni v storitve, ki jih ta izvaja za nas pri čemer jasno določimo (razmejimo) odgovornosti,
* za prepoznavanje in ocenjevanje tveganj in priložnosti uporabljamo enostavno metodo, ker le tako lahko dosežemo njeno uporabo v vseh relevantnih procesih,
* velik poudarek damo usposabljanju zaposlenih in vseh, ki delajo v našem imenu, da poznajo in spoštujejo pravila navedena v priročniku informacijske varnosti in da se zavedajo, kako lahko s svojim ravnanjem prispevajo k doseganju ciljev informacijske varnosti,
* aktivnosti za doseganje ciljev načrtujemo in izvajamo kot projekte, kadar je to primerno,

kjer je primerno pravila in smernice informacijske varnosti dokumentiramo v Krovni informacijski varnostni politiki .
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